Installing the server components on a SQL Server cluster

You can install the SQL Backup Pro server components on all SQL Server instances in a cluster at the same time. If you have a SQL Backup Pro multi-
server license, you can then activate SQL Backup Pro on all of the nodes.

1 Ifyou are using SQL Backup Pro with clustered SQL Servers, you are strongly recommended to save backup files on a shared drive within the
cluster. This ensures that the backups are available in the event of failure of one of the clustered SQL Servers.

When you install the server components on a cluster, the SQL Backup Agent service application is clustered so that it can run backup and restore
operations on whichever cluster node is active. In addition, the following registry keys in the HKEY_LOCAL_MACHINE\SOFTWARE\Red Gate\SQL Backup
entry are replicated:

® BackupSettingsGlobal\<instance name>
® BackupSettings\<instance name>

These registry keys contain details of saved SQL Server settings, templates, and other resources that are specific to SQL Backup Pro.
SQL Backup Pro scheduled backup jobs, scheduled restore jobs and log shipping jobs are replicated by the SQL Server instance.

It is also possible to install the server components on a SQL Server cluster unattended using the command line. For more information, see Installing the
server components from the command line.

Prerequisites

For the installation, you will need to know:

® The account name and password of the administrator for all cluster nodes.
®* The account name and password that the SQL Backup Agent service application will run as; you are recommended to use a domain account
rather than a local or built-in account.

Before you install the SQL Backup Pro server components for the first time, consider the following:

® On which clustered instance do you want to install the components?
* Do you want to use the Windows authentication of the account the SQL Backup Agent service runs as, or a separate SQL Server authentication?

The recommended method for installing the server components on a cluster involves running SQBServerSetup.exe from one of the clustered machines on
which the components will be installed. When you install in this way, more information is provided if a problem occurs (particularly for post-installation
checks). Note that, from SQL Backup 6.3, it is no longer possible to use the SQL Backup graphical user interface (GUI) to remotely install server
components to clustered servers.

Upgrading from a previous release

If you are upgrading from a previous release of the SQL Backup Pro server components to SQL Backup Pro 8, prior to installation you must do the
following:

Ensure that no existing SQL Server Agent jobs involving SQL Backup Pro tasks are running, and none will execute during the installation process.
Ensure that no backup processes that use SQL Backup Pro are running, and none will start during the installation process.

Ensure that you have uninstalled SQL Backup version 4.x installed on any of the servers.

In the Cluster Administrator or Failover Cluster Management tool, disable the SQL Backup Resource. This prevents the cluster from being failed
over if there is a problem with the SQL Backup Agent during the upgrade process.

Installing using SQBServerSetup.exe

To install SQL Backup Pro on a SQL Server cluster, go to C:\Program Files (x86)\Red Gate\SQL Backup 8 and copy SQBServerSetup.exe to the active
node on the cluster, and run the program.

1. Welcome page

The following page is displayed:
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]inEL Setup - SOL Backup (server components) =] I

Welcome to the SQL Backup
{server components) Setup
Wizard

Thiz will ingtall SAL Backup 7 [gerver componentz] on waur
computer.

It iz recommended that pou cloze all other applications befare
continuing.

Click Mest to continue, or Cancel bo exit Setup.

Mext » I Cancel

You can cancel the installation at any time prior to the files being copied by clicking Cancel. The following dialog box will be displayed. Click Yes to cancel
the installation; no files will be installed.

Exit Setup |

AP Setup is not complete. IF wou exik now, the progranm will not be
| ! installed.

Yo may run Sekup again at anokther time to complete the
installation,

Exit Setup?

Yes | Mo I

2. Selecting instances

When you click Next on the Welcome page, a list of available instances is displayed. The list contains instances local to the computer from which you are
running the setup program, and clustered instances for the SQL Server cluster that the computer is participating in.



Select 50L Server Instance

Select the ingtance wou want toingtall the SAL Backup server components an.
Select [local] to indicate the default instance.

W arning: for instances unning existing log shipping jobs, inztall the latest SOL Backup
zerver components on destination instances before source instances, othemsize log
zhipping jobs mayp be intermipted.

Inztance name

SOL2CLUSTERZ

flocal] 32-bit
SOLEXPRESS 32-bit
SOLZCLUSTERZ 32+t

1| | |

< Back I Mext » I Cancel |

The information in the lower pane indicates which architecture the SQL Server instance is using: 32-bit, 64-bit, or Itanium. For example, a SQL Server
2000 instance running on a 64-bit computer is listed as using 32-bit architecture because the SQL Server instance runs in 32-bit mode.

If you are upgrading the components to the same major version of SQL Backup Pro (for example, from version 7.0 to 7.1), SQL Backup Pro remembers
the previous settings and takes you straight to the Ready to Install page of the wizard (step 7) when you click Next.

3. Cluster installation options

The Setup wizard detects that the SQL Server is part of a cluster, and provides the option to install SQL Backup Pro on all the cluster nodes. If the check
box is cleared, the server components are not installed as a clustered resource and you must configure the cluster manually (see Installing manually on
Windows Server 2003 and Installing manually on Windows Server 2008). You are recommended to select the check box and let the installer configure the
server components as a clustered resource for you.

You must then enter the account name and password for a user that is an administrator on all nodes on the cluster (a cluster administrator).
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Select cluster installation options

Toinstall SOL Backup on all clugter nodes, enter the account rame and pazswaord
of the cluster adminiztrator.

¥ Install SOL Backup on all cluster nodes

Enter the cluster adminiztrator account name and password

Account name I

Pazsword I

[T Initiate a faillover when the SOL Backup Agent fails to start

Cluster nodes

SOLCLUSTERT
SOLCLUSTERZ

< Back I = e I Cancel

The Setup wizard also provides the option to automatically fail over to another cluster node if the SQL Backup Agent service cannot be started. You are
recommended to clear this check box if you do not want all the resources in the group to failover. (Note that this option is not available if you are upgrading
the server components.)

Cluster nodes lists all computers that are participating in the clustered SQL Server instance. In this example, there are two nodes: SQLCLUSTER1 and S
QLCLUSTER2.

When you click Next, the account name and password are checked on all the cluster nodes. If any of the nodes cannot be correctly authenticated, an error
message is displayed. In the example below, the authentication information was valid for SQLCLUSTER1 but not for SQLCLUSTER2.

Error i

@ Failed to connect to the Following cluster nodes:
SOLCLUSTERZ {Access is denied)

Please enter the correct login information,

4. SQL Backup Agent service application credentials

For any new installation, the installer requires information about which account the SQL Backup Agent service application will run as. The SQL Backup
Agent performs SQL Backup Pro backup and restore operations, maintains the SQL Backup Pro activity history, and communicates information to the SQL
Backup Pro GUL.



-II'EL Setup - S0L Backup (server components)

Select Service Application Startup Account

Enter the account name and paszword that the SOL Backup Agent service should
log on as.

" Built-in account

Local System j

f* This accoumnt

Accaunt name IDOMAIN'I,SQLSER'-.-'ERLISER

Pazzword

Ixxxxxxxxxx

< Back I Mest » I Cancel

A Built-in account can be any account from those listed in the wizard. By default, this is Local System, but it can also be Local Service or Network Service.

For a clustered installation, you are recommended to use a domain account rather than a built-in account; select This account and enter the credentials.
The Setup wizard checks that:

® The account name and password are correct.

® The account has sufficient permissions to run as a service, including the Log on as a service permission. If this permission has not been granted,
the SQL Backup Pro installer will attempt to grant the permission. For information on the permissions required for the SQL Backup Agent service,
see Permissions.

If the credentials are not valid, an error message is displayed:

@ The user name and password Failsd to be validated, Ereor: (Logon Failure: unknown user name o bad password)

5. SQL Server authentication mode

For any new installation, the SQL Backup Agent service application needs to know whether to connect using the Windows authentication of the account it
runs as, or to use a separate SQL Server authenticated account.


https://documentation.red-gate.com/display/SBU8/Permissions

-II'EL Setup - 5L Backup (server components)

Select 5O0L Server Authentication Mode

Select the authentication mode that the service application will uze to log in to the
SOL Server ingtance.

f* Mfindows authentication [DOMAINISOLSERVERUSERE

1 S0L authentication

[Login name I

Fazzword I

< Back I Mest » I Cancel

You can check the authentication details that you have entered by clicking Test. The Setup wizard tests that the account has sufficient SQL Server
permissions (the SQL Backup Agent service application requires sysadmin privileges). If it has sufficient permissions, the following message is displayed.

Information

iI) Login was successful, and user is a member of the S0L Server sysadmin fixed server role.
“'.

K|

If any other message is displayed, the credentials you have entered are incorrect, or the account does not have sysadmin privileges.

6. Data store location

SQL Backup Pro stores data about backup and restore operations in a SQL Server Compact database. This information includes error and warning
messages and various statistics such as compression details. SQL Backup Pro also creates a log for each backup or restore process that it runs.



Select 5OL Backup folder locations
Specify the folders to store the SOL Backup data store and log files in.

SCL Backup creates a SOL Server Compact databaze to store backup and restore
information.  Enter the folder to stare this database in.

IL:'\F"rn:ngram FilezhRed Gate\SOL BackupsData\SOLZCLUSTERZ Browse. .. |

Far a cluster, select a folder on a shared disk, 20 that all nodes share the zame data
file,

SOL Backup creates a log for each backup and restore process that it runz. Enter
the folder b store the logz in.

L:5Program FilezhRed GatehSOL BackupsLoghSOLZCLISTERZ Browse. .. |

For a cluster, select a folder on a shared dizk, zo that all nodes can access the logs.

¢ Back I MHest > I Cancel |

Specify locations on a shared disk that are accessible by all nodes in the cluster to store the database and logs. The location must be specified as a local
path (for example, E:\SQLBackupData\(local)\), and not as a UNC path (for example, \\server\share\(local)\).

7. Installation location

A summary is displayed, showing the location in which the server components will be installed. By default this is %ProgramFiles%\Red Gate\SQL Backup
8\<instance name> or %ProgramFiles (x86)%\Red Gate\SQL Backup 8\<instance name>.

@ It is not possible to specify the location in which the server components are installed from the wizard. If you want to specify the location, run SQB
ServerSetup.exe from the command line and use the /PATH parameter. For more information see Installing the server components from the
command line.
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Ready to Install

Setup iz how ready to beqin ingtaling SOL Backup [zerver compaonents] an your
computer.

Click Inztall ko continue with the installation, ar click Back if you want ta review ar
change any settings.

D estination location; ;l
C:%Program FileshRed Gate\SGL Backup PASOLZCLUSTERZ

i o

< Back I | niztall I Cancel |

This is the last point at which you can cancel the installation. When you click Install, the Setup wizard will install the SQL Backup Pro server
components.

8. Installation progress

The progress of the installation is displayed.

1@ Setup - 0L Backup (server components)

Installing

Pleaze wait while Setup inzstalls SEL Backup [zerver componentz) on your
conmputer.

Extracting files...

The installer performs the following tasks:

1.

S NEARN)

6.

If the SQL Backup Agent service application is currently running, it is taken offline. Any backup or restore operations that are in progress are
stopped.

. The server components are installed to the specified location on disk.

Registry settings for the SQL Backup Agent service application are generated. These can be modified later using the SQL Backup Pro GUI.

. The SQL Backup Agent service application is created with the supplied credentials.
. For the cluster:

® The installer is copied to the same location on each of the computers in the cluster in turn. The SQL Backup Pro server components are
installed with the same settings as the current computer.
® The service is registered with the Cluster Administrator, and the registry keys are added to the clustered resource so that they will be
copied between computers in the cluster and are always available to SQL Backup Pro.
Finally, the installer attempts to start the service.

If there are any problems during installation (such as the service failing to start), a warning message is displayed to inform you of the problem. For example:



Post installation checklist I

3 The S0L Backup Agent service iz not running.  Check the \Windows Ewent log for erors.

9. Installation summary

When the installation has completed, the completion page is displayed.

,@l Setup - SOL Backup {server components) B =] BT I

Completing the SQL Backup
( server components) Setup
Wizard

Setup haz finizhed instaling SAL Backup [zemver components]
b PoLr cormputer.

Click Finish to exit Setup,

The server components should now be correctly installed on the cluster. If any warnings were displayed during the installation (in stage 8), you can resolve
them now by following the instructions in the message.

Once the upgrade process is successfully completed, re-enable the SQL Backup Resource in the SQL Server Service.

Activating on clusters

Once you have installed the server components, you will need to activate SQL Backup Pro on the cluster. For general information about licensing, see Lice
nsing. In addition, note the following points:

® You must have a multi-server license key. You can review your serial numbers at http://www.red-gate.com/myserialnumbers
® You must use the Product Activation wizard. This is installed in your %Program Files%\Red Gate\SQL Backup 8 folder. Alternatively, you can
start the program from the SQL Backup Pro GUI; on the Tools menu, select Utilities > Product Activation.
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